PRIVACY POLICY 
Effective date: 1st January 2024
1. Introduction
· 1.1 Purpose and Scope: This Privacy Policy outlines how we collect, use, store, and disclose your personal data when you use our Tournated app, website and any other product or services owned by Vertexo SIA. Protecting your privacy and safeguarding your personal data is paramount to us.
· 1.2 Commitment to Privacy: As a company incorporated in Latvia and adhering to the GDPR, we are committed to upholding the highest standards of data privacy and protection. This policy is designed to help you understand our practices and your rights related to your personal data.
2. Data Controller Information
· 2.1 Vertexo as Data Controller: Vertexo SIA, located at [Address, Latvia], is the data controller responsible for your personal information collected through our Platform.
· 2.2 Data Protection Officer: Our Data Protection Officer (DPO) can be contacted at [DPO Contact Information] for any inquiries regarding our data processing practices.
3. Data Collection
· 3.1 Types of Data Collected: We collect various types of personal data including, but not limited to, your name, email address, date of birth, usage data, location data, and payment information. This data is collected through your interactions with our Platform, such as account registration, transactions, and service usage.
· 3.2 Methods of Data Collection: Personal data is collected directly from you when you provide it to us and through automatic means as you navigate through the Platform, using technologies like cookies and analytics tools.
4. Purpose of Data Processing
· 4.1 Use of Data: Your personal data is used to provide and improve our services, process transactions, communicate with you, and ensure the security of our Platform. We also use your data for marketing and advertising purposes in accordance with your preferences.
· 4.2 Legal Basis for Processing: We process your data based on several legal grounds, including your consent, the necessity to perform contracts with you, compliance with legal obligations, and our legitimate interests in operating and improving our services while ensuring their security.
5. Data Sharing and Disclosure
· 5.1 Third-Party Sharing: We may share your data with third-party service providers who perform services on our behalf, such as payment processing, data analysis, email delivery, and hosting services. These third parties are contractually obligated to protect your data and use it only for the purposes for which it was disclosed.
· 5.2 Legal Requirements: We may disclose your personal data when required by law, such as in response to a court order or legal process, to enforce our rights, protect our property, or protect the rights, property, or safety of our users and the public.
6. Data Transfer
· 6.1 International Transfer: Personal data that we collect may be transferred to, and stored at, a destination outside the European Economic Area (EEA). It may also be processed by staff operating outside the EEA who work for us or for one of our suppliers. We will take all steps reasonably necessary to ensure your data is treated securely and in accordance with this Privacy Policy.
· 6.2 Third-Party Processors: Our third-party processors in countries outside the EEA are bound by data transfer agreements that enforce the same level of data protection as required within the EEA.
7. Data Security
· 7.1 Security Measures: We implement a variety of security measures, including encryption and authentication tools, to maintain the safety of your personal data. Our security policies are regularly reviewed and enhanced as necessary.
· 7.2 Data Breach Procedures: In the unlikely event of a data breach, we will promptly notify you and the appropriate authorities if your personal data is at risk, in compliance with applicable laws and regulations.
8. Data Retention
· 8.1 Retention Period: We retain your personal data only for as long as necessary to fulfill the purposes we collected it for, including for the purposes of satisfying any legal, accounting, or reporting requirements.
· 8.2 Criteria for Determining Retention Periods: The duration for which we retain your data depends on the nature of the data and our legal obligations. We assess these in accordance with our data retention policy.
9. User Rights
· 9.1 Overview of User Rights: Under GDPR, you have various rights including the right to access, correct, delete, or transfer your personal data, and the right to restrict or object to certain processing of your data.
· 9.2 Exercising Your Rights: To exercise these rights, please contact us using the contact information provided. We will respond to your request in accordance with GDPR requirements.
10. Cookies and Tracking Technologies
· 10.1 Use of Cookies: We use cookies and similar tracking technologies to track activity on our Platform and hold certain information. Cookies are files with a small amount of data which may include an anonymous unique identifier.
· 10.2 Managing Cookies: You can instruct your browser to refuse all cookies or to indicate when a cookie is being sent. However, if you do not accept cookies, you may not be able to use some portions of our Platform.
11. Links to Other Websites
· 11.1 External Links: Our Platform may contain links to external sites that are not operated by us. Please be aware that we have no control over the content and practices of these sites and cannot accept responsibility or liability for their respective privacy policies.
· 11.2 User Discretion Advised: You are advised to review the Privacy Policy of every site you visit.
12. Children's Privacy
· 12.1 Age Limitations: Our Platform does not address anyone under the age of 16 (“Children”). We do not knowingly collect personally identifiable information from anyone under the age of 16.
· 12.2 Parental Consent: If we become aware that we have collected Personal Data from children without verification of parental consent, we take steps to remove that information from our servers.
13. Changes to the Privacy Policy
· 13.1 Right to Update: We may update our Privacy Policy from time to time. We will notify you of any changes by posting the new Privacy Policy on this page.
· 13.2 Review of Changes: We advise you to review this Privacy Policy periodically for any changes. Changes to this Privacy Policy are effective when they are posted on this page.
14. Contact Information
· 14.1 Queries and Complaints: For any questions or complaints about our privacy practices, please contact us at [Tournated's Contact Information].
· 14.2 Data Protection Authority: You also have the right to make a complaint at any time to the Latvian Data State Inspectorate, the national supervisory authority for data protection issues.

